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Version Affected Solution

FortiClientEMS 8.0 Not affected Not Applicable
FortiClientEMS 7.4 7.4.4 Upgrade to 7.4.5 or above
FortiClientEMS 7.2 Not affected Not Applicable

o w

d11n9u n.a.6. wag TCM-CERT Lawiudsnnudesiazdeanaiunisleivesiotaindegusznougsia

lupaiayu Jweudedeyadenanliguszneugsiamauuasiansandiiunisaiuanumingay ieanaudssiay

=

HANTENUND1RANTUIUNSUJURNUYRIUTEN

1

Jayadneds

v

1. https://securityaffairs.com/187787/security/critical-fortinet-forticlientems-flaw-allows-remote-code-execution.html
2. https://nvd.nist.gov/vuln/detail/CVE-2026-21643
3. https://fortiguard.fortinet.com/psirt/FG-IR-25-1142
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