TLP Color : CLEAR

Fiuannsamsunsdoyagaisnsaeld

Nﬁﬂi%‘i’l‘u‘l’l%‘iﬁq‘iﬁﬂ NANTENUABIZUU

LAY

[X] Financial Damage
(] Reputation Damage
[x] Non-compliance
(] Privacy Violation

Loss of Confidentiality
Loss of Integrity
Loss of Availability
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