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Versions Affected Unaffected

Cloud NGFW None All

PAN-0S 12.1 <12.1.3-h3 >=12.1.3-h3
<12.1.4 >=12.1.4

PAN-0S 11.2 <11.2.4-h15 >=11.2.4-h15 (ETA: 1/14/2026)
<11.2.7-h8 »>=11.2.7-h8
<11.2.10-h2 >=11.2.10-h2

PAN-0S 11.1 <11.1.4-h27 >=11.1.4-h27
<11.1.6-h23 >=11.1.6-h23
<11.1.10-h9 >=11.1.10-h9
<11.1.13 >=11.1.13

PAN-0S 10.2 <10.2.7-h32 >=10.2.7-h32
<10.2.10-h30 >=10.2.10-h30
<10.2.13-h18 >=10.2.13-h18
<10.2.16-h6 >=10.2.16-h6
<10.2.18-h1 >=10.2.18-h1

PAN-0S 10.1 <10.1.14-h20 >=10.1.14-h20

Prisma Access 11.2 <11.2.7-h8* >=11.2.7-h8*

Prisma Access 10.2 <10.2.10-h29* >=10.2.10-h29*
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1. https://securityaffairs.com/186948/hacking/palo-alto-networks-addressed-a-globalprotect-flaw-poc-exists.html
2. https://nvd.nist.gov/vuln/detail/CVE-2026-0227

3. https://security.paloaltonetworks.com/CVE-2026-0227
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