y NANIENUNGINI NANIENUABITUY TLP Color : CLEAR
LA RDU

(] Reputation Damage Loss of Integrity
Alert [x] Non-compliance
Loss of Availability

E Privacy Violation Fiuannsamsunsdoyagaisnsaeld

%¥291%73 Zero Day Tu SonicWall (CVE-2025-40602)
ay Cisco (CVE-2025-20393)

X Financial Damage Loss of Confidentiality ‘ '
o

UNBILADY 18 SUIAN 2568

Seu JusmshewalulagansaumavesiUsenougsiavanninduasiUsenougsnadunsndadva

drinnuanznssunsiiunanninduazaaavanning @inau nan) uaggudlszaninssnnanuiueg
Uaensesyuuneuiiunasniananu (TCM-CERT) lafamugmansuaznunmsdsznaudafoudadnissauieusslundnsios

Sonicwall kag Cisco fatl

1. Sonicwall : Wudoelud Zero-day (CVE-2025-40602) LUute4l1ni Local Privilege Escalation Tusguu
SonicWall SMA1000 Appliance Management Console (AMC) ﬁﬁﬂajﬂizadﬁmﬁﬁﬂlﬂsﬁﬁ]u&ﬁ? Tnensdesleavianevedl
dinderiu il Sonicwall seyindestwisinamlsidemansenusonisliuims SSLVPN vugUnsallnsioad egndlsia nut
FliUszasdfanansadeulsinislivedmifmnandniureduissiuiionss (CVE-2025-23006) Tuszuu SMA1000 leds3y
FrdsvassruuufoRnisainsyerlng aiidednd CVE-2025-23006 ¢ Funisuflundlusensuisinesdu 12.4.3-02854
(platform-hotfix) uaziesuitlminin Tae Sonicwall leuugilvgldnusdndani SMA1000 fidumssuinsadunesduddl
msuladedmilnedy etosfumaranmudssfienaintusiossuuasaumavesesing

2. Cisco : Wuaealini Zero-day (CVE-2025-20393) Tusguu Cisco AsyncOS ﬁpﬁlﬂuﬁsaqﬁalﬁﬁﬂmﬂ%huaué’u
Iﬂﬁﬁmaﬂiwvﬁiaqﬂﬂiﬂj Cisco Secure Email Gateway (SEG) Wag Cisco Secure Email and Web Manager (SEWM) 7iln
Tdawilerdu Spam Quarantine uasilialiddeanedetiBumesidnlnenss dwaliluvszasdidnlaufld il Cisco
Ieseunss1ons loCs Wislduszneumsnsivaey uazluszinedidsliflunaduily velifguasyuuirinnisidnfagunsal
fiflanudes annslinwesedumesidn ldumasmsmuaunstds ssvaeutuiinnsvinuvesszuuendlnddn uas
UitRnuuumsinuauiunsasade Cisco uusiiegiunisnin

d1ineu n.a.e. way TOM-CERT Wdaiiufsanudsuazdoanaiunisleivesiionninneusznougsia
Tunaianu Fwvendetayanenad i ligusenaugsiansIuasiNsanaiunsnIuaNLmnza ieanAuLdswas
HaNTENUND1R AU UNMTURURMUTDIUTIN

( ¥ Y a N\
UBYAI9BY
Sonicwall
1. https://www.bleepingcomputer.com/news/security/sonicwall-warns-of-new-sma1000-zero-day-exploited-in-attacks/
2. https://psirt.global.sonicwall.com/vuln-detail/SNWLID-2025-0019
Cisco
1. https://www.bleepingcomputer.com/news/security/cisco-warns-of-unpatched-asyncos-zero-day-exploited-in-attacks/
2. https://nvd.nist.gov/vuln/detail/CVE-2025-20393

L 3. https://sithub.com/Cisco-Talos/I0OCs/tree/main/2025/12
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