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alutnAalulag arsaulne
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1. UM

Tugailesdnsnianaianudestaniyananisusnlunsduiunusumaluladasaumna
linazdumslivinsnand madeusessuuiuiusiing viemsliansdnfsdeyadidny auides
nnyaeaneuenisnareiduszdiuddniidedldiunmsuimsiansednaduszuuuazasnadesiv
1AsgILENNA WesnwmnusiuasasnievesszuuUIMg mmidelievesesdng uasmnududiudy

YOILIUINT

d1nauanznIsuNIsIAundnnsnguazaaianannsng (“drdnan’) taiawiuds
anuddyuazaudndulunisminuauuInieiiaseuaay uazaennd oafuNINTFILAING
Falddninseunsfifuguayarameusndumeluladarsauma (“nsounisiifugua”) atuiity
dedunseumsuimsdanmsmudssnnyananisuen Tasamnsluiiunvesiuszneugsiafitiuing
usu IT nyaraneuen vielimaidensioszuy IT Auyaraneuen vieeygaliyananieuen
awnsaindadeyadiAyuesiuszneussiamsedeyavesgndrfiegluuuvudidnnsedinduas

agnelAiN1IAIUANALATDIEUTENBUTIAR

nseun1siiuguailnseurguuarameuenty 3 dnwalr lawa (1) gliusmsnuiumealulag

asaumna (W Cloud Computing) (2) fniin1sWeusiasz U IT v@wUsznaugsna uag (3) §ianunse

¥ o W 4

"neyadiAnveUsenaugsiavsedeyavesgnafed nelanisaiunuguavesrUsenauging

o—

viail WisawdegnAliusmaviseninduaiveausenougina

nssuNsiiuguayAranisuendumalulagansaume therriukagasinaeunandssiumnalulagansaume
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2. nsaumsmiuguayaranieuanaunaluladasaumna

o/

NANNIaALY

v

Kanaisdingy

msuSKisdanisAILIEgVIINYARANIBUDA

msmA Awduudv
siAuquanduud — R
(Strong Governunce) ;

¢ Clear roles & responsibilities | , ‘
* Three Lines of Defense structure

¢ Right to Audit & transparent reporting

Wiun1s3anIsmus:GuAULEY
(Risk-Based Approach)

» 9

* Tiering by criticality & impact
* Proportional contrals
* Avoid blind trust

ASUSKI1SYaAISOIUIVISTIO
(Lifecycle Approach)

* Risk Assessment — Due Diligence — Contract — Monitor — Exit
* Audit rights & exit strategy in contracts
* Continuous risk review & BCP alignment

Amswasuasiv resilience
tunisaattiuvau

* Tested BCP/DRP & RTO/RPO targets
* Scenario-based recovery drills
* Practical exit plan & fallback options

I ACCOUNTABILITY
* - .’

1%

‘l‘ll

* Responsibility cannot be outsourced
* Board & management remain risk owners

b
|
|

'
aada

nanM Ay luN1sUIIIIANIIANNEERINUARANIBUBNUSTNRUMETABdRTI T uleeiu

1 1< A o w a v < = v = J
ag1lusyuu Usensusn Ae N1siAuguafiiiuuds (Strong Governance) §4683din15AInUA
UNUIMTNAYBIEUIMITIEAUES AMENTIUNTS LagntlgnuiliiedItesedndnlan $uin1sin
1ASIAT1OIANTANULUIAR “Three Lines of Defense” %93 International Organization
for Standardization (ISO) §suusmausuiinveusemiu 3 szau laun nuleaulfiRnts

MIBNUMAUALA UagmiieaunTivaeudase Weliianisaugunegluniduszavsam

nssunsiiuguayaraniewendunaluladansaumea theriulagasinaeuandssiunaluladansaumea
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Usznsfiaes fie n1slduuamnemusefuaiuides (Risk-Based and Tiered Approach)
Tngosdnsiosdnsziuaudsavesyananiouen Wy Tier 1-3 mannamifidaay 1wy Usinudeya
AReates mwdAgrenszuiunisgina uagnansznuBangsedou Welansadnasaminens
Tunshanunsiaaeuldegamnyay Ufulfunsnsmuseiuanudes Tneendlindn “audndu
Anudes (proportionality)” Wielvinisiiuguamsnganuasliadanissiud iy

Usgmsfiany fis n15usmsnuneastin (Lifecycle Approach) GﬁdﬂiaUﬂqmﬁy’QLMmmNLLmu
n1sfaden N1svindya Msinauxa lWaudnisgianuduiusiuvuaranisusn laedeaiins
Usaidiumnudeduusastuneusgumnyaunussiuanuddyvesing wiliituneudniey

o

WU N19RTIADUNBUINNN (due diligence) NMFAUUAFNTNITNTIVAOU LAZUNUNITODNIINS YY)

Tagonamuualiiin1sUszIiunuLeY wazluumudaLdoaiui wWelwiulaiuinisddgyliazen

9

'
=

Usennsiid Ae nsiasuauBangulunisdifiusu (Operational Resilience) 44573l
MSLATBALNUTEFUMANNTaINIAY MInAdeULNLBE A LAND WazATTAY Exit Plan flanunsn
illdldasadoifiamglinndn Tnsuiunismegeuainuaiunsalunisiiudanduanliuinig
IFnuuUnd uagn1swdouunudses onafvunlmaneausellowesuinsddy wasnnsseay
MawReNAInTon teaiansiulaliglduing

Usensqaving fie ndnausuiingeu (Accountability) Fs8snsegfiasdns usfazfinngindng

o/ v a

wislfuinsanyaranisueniniy asdnsdendudifuguanassuiinveunanansznuiions
watuanmslduinmamdity duiu duimsfesiilaifimssmununumuaswifidaay $ans
TunnsnsiaaeuuazmIUANANE YA IgIL dauuanaluseduaina (1ISO 27036 & European
Banking Authority (EBA)) s¥y31 “A11usuiinveuredamznssunisiaziuimsiiauisaloululn
yARANIEUONL”

uananil Ssfesinrsandnnguuneiisrtusiinarauasiauny (Intermediary and Agent
Liability) sinadonisivuareuwnainudvinvevludyyiwagn1suimsainud vessufu
Tnglanglunsdiyaranisueniiunumlunsinnisteyadiuyaranieliuinsiiinansenuse
AlTusnslaense

nsthnseuntstifuguaiiuldmsinnsanlimnzaniudnuuruing ssduamiudes ua
U3unvedesing Tneanunsausuldisiuduulouiedu o Mdesdes wu uleveduenuiuasaonds
ansanme ulsuemsduasesioyadiuyara warmsuimseusieilomnegsia WeliiAansysanms

A o
NATDUAGULATYIEU

nssuNsiiuguayAranisuendumalulagansaume therriukagasinaeunandssiumnalulagansaume
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2.1 MIMNUYKANITUTNITIANITANULEEIIINYARENIBUBN (risk governance)

Y a (%

2.1.1 unu MmN UazAMUTURAYIUYDIAMNENTTUNITUTIE UTNI3TEA U N LA TU

Y

UUNKUY

UNUMRsAENIINSIazUTMITERugeinmddyegaddunisimuaiianng
LAENTOUNTUTMTAMILABI9INYARAA1BUBN (Third-Party Risk Management: TPRM) lngad
AmunszRuALd sefi souduld (Risk Appetite) ousiAuleune Third-Party Risk Management
YOULANTITUINITIINYARANIEUBN sudmunuileuisuasnansuimsanuidesegiaiaye
wazaswasuliudlaifinsdaasminensiismed nsunsumsanudes deliiulainnnudes

INYAAANIBUBNYNYTNIN1TeY lUNag N Az SEAUAINUE 837 09ANTEaUSTU (Risk Appetite)

a

Y] = . 1 a aa o w ' Y. . . =
UDNAINU YINBIU oversight MBUINITNUAMUAIAYNDTINI (critical/important functions) 53488

3

SusesmsuiRnungrineuazdefimuavemhsnumiuguainiiglItes

msimwrNskarauansavesypansludnuiliesdusenouddny 8adnsAIs

[y

FARNOUTUALINUNITUIMIIAMEBIINYARANIBUDN AMNTUALlELUDT wagn1sUfURAY

Y o [ v Y

Poimue Wead1alnussiuanuasentnsuaudedunnseduretaddns lnelsuannsmmvun

a

ﬁﬂw%uméﬂﬁm%’mﬁummau TPRM wazdnludnsilnousuluaudiAgy 1u IT Security, Cloud,
Business Continuity Management (BCM) uwag Vendor Governance uaﬂmmﬁymiaﬂluauuiﬁ
yaansiimandlatefvuasungszifeu 1y Cloud Guideline wag Outsourcing Rules Ll
nsfilunudenndostusnsgiukastetsduiiieites

nalnnsmenumiudssdesiianudaauuarivida Tneasdaisenuaaiuy
mNudeLaz Risk Dashboard LﬁaﬁﬂLaua%’ayjasiaﬂmzmimmiadwaﬁwLam FIUTT W99 N30
d1AgydonIgnuUiAUgLa WU N.8.0. ANTBMVUATBINYMUIELATIATTINAING \ieLaguAy
LUsslauazaiusany A3sldnannis Four Eyes Tuandidsy aglanizn1seudAnIon1snsidaey
enuaudssiifitedify dedesldsunisnsieasuanansdig Wy AuznIIUATLALEUINS
syiugemiuiletosiumnuiianain uazananuidssannsdndularedien

anvie Msusssansmudssninyananisusndesysannsivuleuiendnues
03603 loua weuiemuanuiuasuasndeansauna (IT Security Policy) Lﬁamuqmmwﬁﬁmaz
Swmnuduvestoya Wleuienisquasesdeyadiuyana (PDPA Compliance) Liedaatunisaziiin
Yoya uazusuuImsnuseilomnsgsna (Business Continuity Plan: BCP) iteim3samiousuilo

v

WA saingasEinTiieItesiuyananiguen

nssuNsiiuguayAranisuendumalulagansaume therriukagasinaeunandssiumnalulagansaume
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fidetvuaiandudideady laun
1. M3918UAUNIATUQUA (Governance Reporting)
fosilsyuuTenuiiatiiase wu dashboard, KRl ua heat map neidounudes
Wielinniznssunsfunsvanuzaudsauaziusliut 2
2. mssydAnaminnudAywarANunUNIUieNanseny (Criticality & Tolerance
Approval)
AuznIIUIMSARseysTAVANINATUN T UAUI STt Ld Aryslegsia sauds
seuiiseusuldrenansenu Weliudlainisuimsanudeaduluegradivseansamt ®
3. @nslun1snsrvaeunudeygyn (Contractual Audit Rights)
Rossyydnslunisnsiaaeuststnruludya, mamquﬁqmimmaa*uimama
(Direct Audit — Onsite), N139339@UN988H (Indirect Audit - H1UF1897U SOC 2 Type Il %39 1SO

27001) KAENINTIVADUH UMY (Subcontractors)* ®

2
HEH

VENDOR B

e

" Digital Operational Resilience Act — DORA (2022)
2 NIST. SP 800-161 Revision 1: Cybersecurity Supply Chain Risk Management (2022)

3 European Banking Authority. Guidelines on Outsourcing Arrangements (2021)

nssunsiiuguayaraniewendunaluladansaumea therriukagasinaeunandssiumnalulagansaume
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2.1.2 ulsunBuazINASEIUNIIUIMIANUEABIIINYARAAIBYBN

ssdnsresihlsuneuazanasguidamuduaednualdnes Wefmuanseunisuims
arundssnnyananisuen TagaseunquAILsnsieaLAzMIT LN SERUUINNS YouInTeas TPRM
LazMann993TIN (lifecycle) ASufusnmsUsaifiuanudss msdaden N3YdYYN NIRRANY
(Monitoring) TUaufisnsafauduiug (Exit) uiamaé’aqquﬁaﬁmummmu%ﬁ’l WY N15AUAY
N384 (Access Control), Msiinsviataya (Encryption) LLasmi%’@mimmmLﬁaamqqiﬁa

ulgun1suImItanimudgaInyananisuenalsaonndest uuleuedu
fAsatesvealiuinmsuazdusznougsna Wy wlsuiensinuanusiuasUasndefumalulad
asauna sy

Wlgu1NTUTMIIANTAILAEINYARANIEUBNALT IS UBLIAIINANENTTUNNT

A )

niofuimssedugedldfunounne uagld funisnumusdetoslay 1 afe nailiedinng
Wasuulasedeiifedndny suimstuauardoasulsuelififedosldsunsvegaifoe
AuAuaualUfURmuuleuy

el Wlevnensuimsdanisaudssanyaranisusnaisaseunguludes

(1) Tnssadrsnsifugua unummiiivesiivadeddunisiduguanazuing
Fansenandsannyananieuen

(2) n&nnagin13TRsEuAILLd sswazseRuaudvedidyveinislduinng
M3@ewsio viomsiisdeyannyaranisuen

(3) MIUIMsTANIsAAABITinseUAgIIsIITUIMSINITYARANTEUeN (third
party management life cycle) wazwuIn1INIssnsauiuasUaonsedumeluladasaume
finseunquAIman CIA

Y a

(4) MENNTINIIVEDYIRANUTILYOU LaTNITTIBNIUABANLNTTUNITUIBRUTINS
seiugenlédFuseumng

(5) Mamsr9EUNsliUINs Madendevionsdiisdoyannyaranieuen

(6) maweaumieuiuiledeimgnsaifioafintusasiinansenusedliuinisuas
Fusznevgsivesiltivddny Welvidlrusnsuaziusznougsiaannsaduiugsia Ifegsreilies
Fermfamsideyandorlidmiunmsiidussianaznsliuimsunandn flivinsniegnin

(7) M3ANATEIEITUINITVBITTUUNTORNA VBN LTUINSUALEUSENBUTSAA

Jliusnsuazduszneugsiamsinliiiumsgiunasssfouisujsaieatvayy
msandunsauuleuisnisuimssanisanuidssainyananisuen Iiaenadesnuvauis

o [ =

JEAUANEBIRarANUITEEAY TaNdasgIvananeeusulaeialy

nssuNsiiuguayAranisuendumalulagansaume therriukagasinaeunandssiumnalulagansaume
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fidarvuniududidasiu Toud
1. ulguny TPRM maumquﬁ”’qaqﬁmLLazﬂfqu%’w (Enterprise/Group-wide Policy)
MNeeAnsinsIEUS NsInUS ENluLes avs eanus unu Sududassesinsels
Blind Trust se1asfumnudesiinn ;ﬂﬁﬁm'imsmaaﬁmmmu‘%ﬁ'ﬁtum‘%aﬁ?u 9198v09lnIAIUAINY
SunsUaendtlsiusswazeravinnsdeunuy BCP/DRP aghadulszsn uasuitvasiaenisnsivdou
AL osly e?fqamdqwaiﬁt,ﬁmmwmﬁmé’mﬂszqﬂéﬁ’maz single point of failure dswansgnu
Turantala (concentration risk)
2. ToAINRUANIUNITIIBU (Reporting Requirements)
wlygu18A 9Ty IULUUNITINEIIY WU Key Risk Indicators (KRIs) Al
Tun1591897 wagszezaf l9lun1sseaiumnn1sal (event reporting timeline) Lt 9§19
Anulusslanazanunsenlunisnevaues
3. msﬁwﬁuauammLﬁaqé’wumsﬂsz@ﬂéﬁLLasL%aiwu (Concentration & Systemic
Risk Governance)
éfaaﬁmzmumimwaaummLﬁlawWﬂmiﬁqucﬁﬁﬁmiiwimg 1Y u
M3M92980UANEABI9INNSIE Cloud Provider 181fen MsUszdiunmdoulodusinsliguniu

LAZNISUSTISIANISANULAATISEUU 4 °

»
(gpo

4 Digital Operational Resilience Act — DORA (2022)
5 NIST. SP 800-161 Revision 1: Cybersecurity Supply Chain Risk Management (2022)

nssunsiiuguayaraniewendunaluladansaumea therriukagasinaeunandssiumnalulagansaume
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2.2 NMIUTTIANISAMUEEIINYARANIEUBN (third party risk management)

2.2.1 MTUTNITIANITAMELIRAINYARANIEUBNARBANITYIN

_ LIFECYCLE

WIRUSMsuazRIUs:NoUssivADvIINs:udUMNS
uUSKIsADWLIdYDUARaMEUDNNSanuuas
ciowiov @oandovnunsou IT Risk
Management Tagdams:10su3sUfuadu
agaNUNIDNUS ASDUAJDVDSAVLLC
msuUs:LuAIWLESY Aaldon My
damuyna uagaaryodn wSausnun
AWUUAvUapanscuinAlulagansautnA
QapaNs:uduUNs

AW

Risk Assessment
msuUsziiuAuLdgv

Due Diligence Contracting

NIsAQLdoNULazAsdvdouU msmdoyoun
uAnamMeuon

Lol 5 3
vee
\ IS
Termination & Exit Ongoing Monitoring
Msgya/dugodoynn MsMiuQuaiiusMs
nSodpanav MWL)

5

mMsUTMIAIIdssnyananeuendestLiunsegsrelilomansasdin luldifiod
feunsvidan TneiEuen nsusafiuannades (Risk Assessment) Lﬁaszqisﬁummﬁﬂé’@maa
U3n1suarKansENUTio1aAad uregsia mnﬁulfé’htcjﬁzfumau N13ATIEUNBUNIAALGBN (Due
Diligence) duifumsusuiiumnuindodevesgilunanedi Wy an1ugmanisiiu anusiung

Uasnademsleiues Jades waznsufiRnunguune wedesiuanudssionaintulueuan

nssunsiiuguayaraniewendunaluladansaumea therriukagasinaeunandssiumnalulagansaume
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W aN1UN1sARLaaNLAT TURoY N151dgyeyn (Contracting) dAdud1Ayag 1984

Tawdasnvuatoularidaiau Wi Tannatszaun1sliuinig (Service Level Agreement: SLA)

a

anslun1smnsiasu (Right to Audit) Reuluniseonaindeyd (Exit Plan) uazdaniuuaaIunig
AUATEITBLA UAXNITINYIAINEY (non-disclosure agreement) Waad1eausiuladnaudes
lpSumsauaueeawmzay

NAIANIBUAUFUNUS 8IANTADIANTUNTT AANINABLUBY (Ongoing Monitoring) lagly

Y

F1UTAUTZANS AN (KPI) hazn15RI9d0UANINTIUSLELIAT SIUDINITNUNIUAMULA D uUTEdN
ieliiuladnyaran1euendAUJURAUNINTFINNNIVUA Laganu1TanBUALIRBMANITAIRAUNG

Tavnan

a [

lunsfisas ginazaanaInNayl (Termination & Exit) 89ANIAOITLAUNITOINIINE YR

q g7

a

finsounquAsdsAunIeaudeya n1snteleuaueg1sUann e LALNITAANANTENUA BT AA
delnsdsuudanfntuegenuiuuarinssnuseausiaiosaswinns uenaind msdudin
vangunaznsnsraeudounduidiudsdniu iesesiumnsivasuannmitsnumiuguauas
fgadnsuURnudenivun ﬂszuauﬂWiﬁaummﬁﬁaqgimwmiﬁ’uuiamwﬁﬂmaaaaﬁm LU

IT Security, PDPA wag Business Continuity Lﬁaa%ﬁammﬁumLLazmmﬁwsjuTuiwwn

(1) szaeh 1: n1sUsTUAULELY (Risk Assessment)

'
L2 =

mMavszluanudsadugaEusiuddgiinvuassaunisiduguaiuasngau iy

1 [J

AliUSNsusiar e Tngdaaiansanviedfinagnsuasnise

]

WU AanssuranUseneunlen1suseiiiuy
ausndulunsldusnmanisuen nsizinansznusegsna wazdnunszAuaudAYYeIuINg
AN ENE 11U DORA/EBA (critical, important, non-critical) uaﬂmﬂﬁé’aﬂﬂimﬁuﬂizmm
mmﬁmﬁﬁm%’aﬂ Toun Cyber, Operational, Compliance, Data Privacy, Financial, Sovereign
LAz Reputation Risk Wouszydoyavdesvuuiliiedes nufsmnuseulmussdeyadidliuing
AarNabralbIana

ﬁﬂizﬂauqiﬁamwszLﬁummL?{mLLawaﬂiwuﬁau (1) nslgusn1seu

AU 1T 91nyARaNI8uen (2) N1 eNAdsEUY IT AuuAfanIsuan waz (3) n1seugynlu

v d’

yARaNIeuBNa1u1saf et oy adAyuety Usenaugsnansedeyavesgnaiviey lusuiuy
Bidnmsainduazegmeldimanunuguatesiusznougsia Tasmsiilisaudssteiolud

(1) Arudssiunguang uasngunusiiiietesislulssimauassnsszme
Wy AgvaneliEIfuMsnsEImNRRREIRURBNTMes ngrneifeafunsAunsesdeyaduyana
vaneliefugsnssumeBidnnsetind Wusdy

(2) AnuidssnMsvguataruImsinnisyananieusniilisanuiisme

Wy Msklanusansiadeunsaunuvesuaranieuentamenies sy

nssuNsiiuguayAranisuendumalulagansaume therriukagasinaeunandssiumnalulagansaume
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(3) ﬂ';fml,?{mmﬂﬂ’]ﬁﬂizqﬂéffs (concentration risk) Wu {Usznaugsiauay
Uswilunguashadenduldusnisanyaranisuenifisssiedes 1Husu

(4) ﬂ’J’mLﬁlEN’w]’]ﬂﬂWiﬁQ‘WTUqﬂﬂaﬂ’]ﬂuaﬂi’miﬂﬁﬂ‘ifiﬁﬂL‘f]‘L!‘Vi’s%Jﬂ (third
party/vendor locked-in) Fsiliidediinlunisiasuuaunalulad fliuinns videdediialunis
hszuuvTeTayanauNIALTUNISLO

(5) Amdessu IT wazdomsloiued wu ssuviiliuinslagyananiguen
Andndies szuvvesyaransueniivesluvilrdeyainnisaameviesilva Wudy

(6) Anandsansdyananiguenlyigdusidunisuny (sub-contracting) 1y
subcontractor UURauunnses 1lusu

UNANT 91AUAMUABIAIUDU ) NAITHANTUNNULAN LU

® ANIIEBIATUNTALELNU (Operational Risk) - AULAERTIAAINANUANT DS
Y2an5rUIUNIINEluYeIuARaNIBURN WU N15IANITYASINST kLIEIND N1TUYAIIU N1TEeNY

a a

U3N1sllanmnsgu wsen13u1auwnudses (BCP/DR) NilUseansnw

® AMLABIRIUNT5RY (Financial Risk) - A31MLEANAAIINGUENINITIRUYDS
ypnan1euenliiiung Wy N138Naza1Y N1SVINENINAGDY JeazdInanIEnusenlumeLlaIuey

N3LUINITOLTUS

® AuLd BRI UY BLFYs (Reputational Risk) - ANMLE 8971 UARAN B UEN
andunslagvinasusssy vsedvnideme (Lenwtiennmeteyaialva) Fedwmansenulaensee

ANANWAILALANUT BT UVDIUTEN

it} HUsenaugsiaenadalniinmsimunseauanuiiiedfyvesyananiguen
wiazse Tudnwarli93nsussiuanudss nsiuussiuaudess (Likelihood x Impact) waw
\neusinnsgensuAIIAeY (Risk Acceptance Criteria) ansfifmualdly wuaufdalunisdalid
syuusnsauma avduilagdu @usadnyiuasusuldinumansiegelulns meman - inTeels

Ussidlupnndeaynnaniguan 9 a. Risk Assessment Template)

JDLAUDLULLNNLALY
a a{' Y a Aa & o A Y o= v
nsiansanAUdEsweliusshiinsiusnwvsedtdeya
srydoyaie1iuin15azidniia wu Pll, PDPA, account-level credentials®
wazniniduuienluiaie Aisnsiaaeudnd data segregation w3aly winldaulassasaiugiu

= Y] . o § va d' X
W3l (common infra) vilislAuFe g Ty

51SO/IEC 27036 Series: Supplier Security Management (2021-2023)

nssuNsiiuguayAranisuendumalulagansaume therriukagasinaeunandssiumnalulagansaume
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(2) sz0d 2: N15ANLABNLATAITIAEBUYAAANIBUBN (Due Diligence & Third-
Party Selection)

ndsarnnisussiiuaudes esdnsdesdiunisdaldentaznsiaaoy
yananeueneg1sseuasy Lileliuladngdliuinnsianuansouazanuundefeiio e
Aanssumdnuszneusmensiinsizsinnuaunsanisnsiiu Uszinsliuing enusiunsasnde
warn1sUf URnudeminun (Compliance) s7uf4ns33a0uN 15U URM LRSI INEING WU 1SO
27001, SOC 2 wag CSA STAR #1nil Uena1NE #89n51989U Governance Model, Incident
Management, A213m$ 83181 BCM/DR wazUseiiiunisld Subcontractors Litessyanandsdly
alggunu
1. UsgnaugsfamIsnInuaAnssulIunIThasudninaeilun1sAniaon
yananeusnegnadney waziduaednualdnus dslhiulaiglsuinsaeusnazaninsalduing
lomsamunudein1svesiUsznaugsna
sl madinaulalunslivinig madeuste vienadhdsteyanyaranisuen
fflanudsmsedodfy msldfuanuiureuainangnssunTus e usnsIERUg e 18Ty
UBUNIY
2. gusznaugsimsusziiudnenmyananieuen (due diligence) lvidannanes
fussduamudes uazaruiifddyuesyananiouen Tnefilsfadedareluil
(1) §1un19n5iiu T o1doe arugaud ervig Uszaunisal uay
auaansalumsliuinislutsiiiiun
(2) MIUIMITansAndes msmuquanslu nsnsaaeunisly was
NsARAUNANSU{URL
(3) m3snwanusiunsasafefiu IT
() M3UTMmITansanuseld ssnsgsAanazaundoniuiedovie
WRNITOIRA 9
(5) MIUFURRMN VAN NAITAAYITES WU NSYBRTIR@RULENES
vangunieluiusesnnyananieuenlumsdiunsmung vaneuagnnnaeiiiiedos nons
asrvdouUsyiRmunIsnssiauiin (Wusu
(6) N15UHUAMINLINTFINAINAAIU 1T 18U N1IATIIAOULDNATNANGIY

a

N15lA3UNI35995 UM NIINSFIY 1ISO/IEC 27001 LDudu Inen1335usesnsufufniuuinsgiuaina
Y -

AUTENaUFINIMITITUI yaraneuentaiunisiusesludiussuuidafy ssuuigusenaussia

Tdusms wewsevsadlaya v3elasun1siuToInTEUAGNTINBIANT
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@) nmsldwmalulaguuuillda (open technology) elwa1u1sainszUUNTe
Tayaluldnunseenlasiussuuduls (interoperability) wazantadninlunisgrevseisuwtas
walulad Jlviusnis vseusilns sudadedialunsiissuunsedeyanduinaiidunisies

(%

(8) nsdiiyaranuenueUsNeN U TRNuRd A liuyanadude (sub-
contracting to another supplier) Qﬂizﬂauqiﬁﬁ]ﬂaiﬁmimﬁwazlﬁamé’mmmﬁumﬂaa@ﬁa
ANTAUVAYDIYARARINATIN Y

(9) {usgnougsRamsialiiinisuszifiudununmuagauindodeves
yananeuen Tnefiansanannyszaunisnl AAMUBIUINISIALHNANUTIdNEY ARDATLLNSEIL
fupaasnds IT MAgdostududnazuinig uagdaviudusedeyananisuenidedold
(trusted third-party/trusted vendor) tielfidudrumiaveanasinisdnidenylviuinislueunan
(gnsefnvuazUsuldinumandaecalulg niasuan - inSeslousalunuaeayananiguen

79 b. Due_Diligence_Template)

HorauauuziiuEy
1. Msesedeun1smIvANMIenAia (Technical Controls Validation)
03AnIfInTIvaeuiInfinslidauninsnsavgumanadai drdyass
lailiResseylunloune Wy n1sld Multi-Factor Authentication (MFA) fifinisiaen szegiaan OTP
(One-Time Password) Tiysngannamasg i (@ 30-60 3ufiniu NIST SP 800-638) Lilataariu
NMSIANAWUU brute-force waz replay attack ﬂ’]iLﬁé’hiﬁﬂ%’agaﬁwmzﬁﬂLLazﬁumzﬁqmu (Encryption
at Rest & In Transit) izuuu%ﬂﬂiawéﬁﬂ%ﬂ’lu (Identity & Access Management: IAM) agn15Uun
wAn15al (Logging & Monitoring) nsnsvEeUfowilusERuNsRenase (implementation review)
lngvandngIu wu configuration screen wiananisnaaeu Llyeideaulinndaluulauie
VBINFUUTEN DNBWINTFINAING WU 1SO 27002/27017/27018, NIST SP 800-63B, Uag OWASP
ASVS leBufuALATUIIUYRINTAIUAN
2. AINAADULRNZIEUULAEANSUTELIUY 09I (Pen Test & Vulnerability
Assessment Review)
padnsdesnsIaaoUliuTnsiinngyh Penetration Test agstioslazasa
Wiauseuran sUsEiiiugoslnd (Vulnerability Assessment) hazuiun1sunly (Remediation
Plan) fisifiun1siasadunu SLA MINNISAIUANYNIANITLUUTINAUS LA UT YV Aansiadeun
szuvvesesAnsagluanInndeniinenansruuduvdeiuuuy shared environment LileUseiiiu
AaABsiuLiase msnsaaeuilnasd1eBansgiu NIST 800-53 waz 1SO 27036-3 wileluyladn

ﬂiz“U’JUﬂ'ﬁ‘VlmﬁE)‘ULLﬁ%ﬂ?iLLﬁlsU“UIENIM’JIL%u‘lﬂGHQJLLU'WlNﬁWﬂa
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3. MIRTIRERULEUNNaYeYa (Data Flow Validation)

v

DIANTA 990 AULTLIN TALAULA 87 UNTS a8 8L a (Data Flow)

Y

4

lnensivaeuknuian1sivavesdaya (Data Flow Diagram) LW eszyindeyagniniiuile

Y

(%
o

oglugiiniela wazsinsleigliiuinisseliles (Subprocessor) vielsl Teyamanilddysenisuszidu
anudssiungminoarnsUfsAanudefivun 1wy POPA uaztefvuadiunisduasestoya
druynna wililduusdnlunie Aessey data locality egnedaay wWu WinnesogR1aUszine
deliilainnsdanisdeyaaenndeaiuterivua
4. F/MInTIvEeumudendniu Cloud (Alternative Assurance for Cloud)

Tunsdlfiliianinsansaaaeunuy Onsite I Foddseaumsusesnnyanaiiany
19U SOC 2, CSA STAR 3e3nsgnu 1SO 27017/27018 ileasnsanssiulalumnsdasafovesuing
Cloud

o

(3) s2sd 3: s qeyeun (Contracting & Agreement Management)

J

myvhdyndutuneuddgyfidesimuanalnauauiazanudaeulutouly

T o

¥ [ o

ieasanusiuladndliusnsuoRnunnsgiuiiesdnsimun Aanssumdnusznoufenisdag
Fynfisey SLA/KPI agsdaiau Amuadnslunisnsiaaey (Right to Audit) wazdarimuadiu
mmﬂaamﬁﬁl%’ayja Wi Data Residency, Encryption, Access Control iamﬁaizqgmmumii’lmm
LagTEEEIainmnn1sal (Incident Notification Timeline)

AUsENBUINIMITIMINdyey mTetonnasnisiduing nsifewsis wen1sidnds
deayavinuanantsusniduatednualdnus nefinisasuiusiuduseninaUsznougsiauay

yaranguen wialidulaliiyananieueninihniuiavey

'
[y

Tums¥nwinnusiuasasadsvesszuy IT Tuseduiivanzay lnofiseazfon
aonndastumuidies wazenudideddyesyananeuen i

(1) vouwamsliuins madexsie uazmsddsteyaanyaranisuen

(2) unuwm wihil WAZAIUTURAYOUVBIUAAANIEUBNLAZAUTENBUTINT

(3) mmgmﬁﬁzuﬁﬂumiﬂﬁﬁ’amwuamﬂﬂamUuaﬂ WU NM33nwANUUaeniy
Y8ITEUU IT MIINWIAINNAUVBITRYA LLazmﬂajﬁw’J’aa&aMiﬁuaﬂmﬁamaﬁ%qi’ﬂué’mﬁmm%
Jonnaansliu3nns 1usiu

(@) TonNasTEAUAITIAUSNISAIU IT (service level agreement : SLA) d1%su
nslduinisanyaranisuen uazauiviavoudeaudenieiiinainyananiguen 1wy

nsdinsrussnluulusny SLA Afvuald iWudu
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(5) msfamuLazTsnuRansUFiRnuresyananeuen Fanseunguiiang
Wdamswasuwlawdelamfiddey LAZNITENUMANTSEAUNRBENTINTTR]

6) 51898 wazdomanisiaselunsdiiadynnisatunissnsiaiutuns
Uaeneueaseuu IT

7 msvaedeyadloduaaniosnidnnslivinng madeude uaznidnds
ToYANYARAAIYUDN

(8) FeulwiedavsvesusznaugsivlumsivAsunlas gf viosnidndynmie
Tonnasiuyananeuen Wu nsdiiyananisusniinmsazidadnaviedennas Wudy

(9) msdalsiinineins wu yaains ssuunu uazmalulad (Judu faensy
ﬁULLNuQﬂLauﬁﬂu T %aﬂﬁﬂizﬂauqﬁﬁl (Recovery Point Objective (RPO) Maximum Tolerable
Downtime (MTD) uag Recovery Time Objective (RTO))

o o o w

miniifedrialunisseyieazidenuasivuaiouluiddyasludennamie
fyaniivhAuyaraniouen fusznevgstamsinisuseidunnudsuasiansanuuimimiugy
Arudesiifisswerinzan wiouisvonysiReniiu (exception) 9ngiis1una

AUsENaugshamsimundnslvguseneugsia dinau uazdnsisaeunieuen
fldsunsusisianngusenevgsiaviedidneu awnsadinseaeunisduiuaudu IT uas
nsmuauaeluvesyaranisueniiliuimssuiu IT sefideddey Tneseyliidudiumdwves
YonnasvTedegin1stausnig

Tunsdlfi liaunsaszydnsdenanle §usznevgsfanisiansundentd
yaransuenidnisinduninsiaaeudiu IT Inegmsiaaeunisuendiimnududassuas
LpunsgIUaINg WU KAN1TATIFBUANNNINTZIU SSAE 18 (SOC 2 Type 2 Report) %38 PCI-DSS
Attestation of Compliance (AOC) ilusfu usnanil fuszneugsRamsinnsanseazidenues
nansTIEeudnhlnednsiaaeunieusnetamsnzay

uanand A3f non-disclosure agreement @suyARANTELENYS OF FU
sudunstrsvesyaraneuen lunsdifiyaradandnannsadidfeyaddnuesiusznougsiavie
foyaveignin uazmsiiswaziBunnsoungy YoURMANLSURRYTOY NMITBUgUsENeUgIRaoNy
mstalvaviodamedeyalnglalldTuounm uasmahaedoyaiidanuddydoduandannamie
doyan

il non-disclosure agreement 1amuualbilludunisesdyyvsotonnas

fuyaraneuenle (@wrsafnyuazUsuldinumnandiogwlulig nieauan - inFeslatsuidunaiu

Lﬁmyﬂﬂamauan 7 c. Contract Agreement Checklist)
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Forausuuziiaiy
1. msmiiugualudyay (Contractual Governance)
Fyndesnseunnudnilun1snsiaaouiauuy Onsite uag Offsite
(H1us189M SOC 2 %30 150 27001) Houlumsld Sub-outsourcing (M3eYTA Muds wagdediiin)
ﬂ’]iLﬁ‘U%’ﬂUWLLa8ﬂﬂ§ﬁu/aU%ayjaﬁﬁﬂ§UQ®ﬁ’@fy’1 FDIWoNNUAAIU Change Management Wag
nsouianmalulag’ ©
2. NSAUATEITRLAVDIRNAALT DY AdIAYVRIBIANTAIUNGNNTT CIA
(Confidentiality, Integrity, Availability) Wazdannwua PDPA
ieadrsanusiulaindeyaldfunisundesegramunzay 1mnsnisinm
aruaendefiasnsouaquitatayaiidnuiu (Data at Rest) Toyafidssuaodns (Data in Transit)
wazdeyaiioguugunsaluaienis (Data at Endpoint) Ingldimaluladuaznszuiunsiiaenndesiv
UINIFIUAINA WU ISO/IEC 27001 uaz NIST Cybersecurity Framework Feuuzinisdngva
Toya N1IIANTNAUD UWAENITATUANNTIIITRE1UTNNIA
3. UaniImum Exit & Transition Plan
FosszyununIgALaznslaud1euinig (Exit & Transition Plan) fausia

idyay Wlyseauisvarema ielvdulatinisydanuduiusiudiusnsaiunsavitlaegns

Jasnsulazmailad’

(4) svedl 4: nsifuguagliuinisagnesaiilas (Ongoing Monitoring)
RN IMET BAnsARsinmukAzUsElluNanSU TR veliuIng
' | = = Ry A a va P A o a o Y
ag1mailes welmlulaindnisufianudsuluiazuinsgiuiiiivue Aanssunanyssnouniy
N1373I9A0UNANTITABTUNIUABUTY SLA/KPI Aamusiesuniuainuduaalaansds 1ueni1sel
AAUNA uazn1TvgAvdn SIUDINTATIIMIUNGNFIU WU Certification, Penetration Test Report
way Vulnerability Report wiauvisdnussgunumuaanuziugliuinadusses
AUTENOUTINIMITIAUGLS AR KATUINITIANITAMULELIINNISITUINNG
a o [

n1sWeuse nsensnffeyainnuananiguenliaenadesiuainidss uazauiiedidnyves

yAranIguen lngasauagun1saLiiunisegatiey el

7 Digital Operational Resilience Act — DORA (2022)
8 |SO/IEC 27036 Series: Supplier Security Management (2021-2023)

9 European Banking Authority. Guidelines on Outsourcing Arrangements (2021)
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(1) ﬂ"mumm”%’uﬁmauiumsﬁmmmamaﬂ;j‘ AI1UTBIUAARNIEUBN
ogesalos Inefiansanmuveuws seRuANdsazaiidodAgueanisliuins nsideuse
WIeMTNNdelaINUARANIEUEN

(2) dolvinzidouyananisuen Wslvaunsalilunsuimsdansanuides
Ainpns wazssvdeumsUiURNuvesyaraneuenlfesansuiusieiles laeliseaziduanseungy

(n) Foyananieuon
(@) 519azidnvesn1slduinng n15id euse niensidndsdeyanin
YAARNIEUBN

[y

(A) SELAUANULESILALSEAUANNTNEE AR

o

() FuSusulardugadygyvsevennas

4 v

(3) dalvdurnsnisaruANLasAnnINdNSn1siddadey aa1saULNAYDY

U

yapaneuenagsaiaNe weliansainanidulumundnainudndudess (need-to-know basis)
a dy

(@) fmusliyananieuensenumgNsaRnUnATIANTusE s IR LuNY
d‘ -dl v v Y
MAgtetlEsznaugsialasunsuegaiunisel

(5) UszidunansufuRauniananistiuinisvasyananieuan Neluaiu
Usgdninmuesuinis MssnwianuduasUasadeniu IT wazn1suuRnungvaneiiieides
P o A A e v a o
\loawsiadygmselilofareusseiagusenaugsiammun

(6) nunuanantRyAranisuanagadaue iWeliiulainyananieuen

fanadlauauiRnmingay

ForauanuziuRy
1. miiaafﬁa%amiammﬂuizﬁumjm (Group-Wide Monitoring Consolidation)
g liusMsnewgisesiunateuenlungy Aeesiusiudeyanisinniy
1557 qu ﬂmamemev‘wmwmasmmLLavammmmwsamaqﬂa:u wazlduanNNISATIVEBULUU
Four Eyes lugndndny 1Wu nseydfsieanunsonisandulowdluwmnnisel Wielhiinsnsraaeu
Mnaostheuaranaudssannsdndulareden
2. m'iaﬂmummLﬁ'smmﬂmiﬂizagﬂﬁa (Concentration Risk Monitoring)
G’faqﬁmsﬁmmummLﬁlsmmﬂﬂﬁﬁmw"’lﬁ’u%msiwlmﬁM?@ﬁamw
adnaluszes edestunudsadsyuuiionainiy
3. asadismudesiuainnisinauetieseriies (Continuous Assurance)
N15M5798UA 89lU TN ALaN1IZN1SATI9da U180 WA B9l NSRRI
LaTYAII980U0E 195 04l 99 (Continuous Monitoring) 1t aliaiuisanauauessanIu oy

MudsukUaslaviunan
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4
a = v

(5) svadl 5: nsgyR/Augadyvsedannas (Termination & Exit Strategy)

msgRanuduiusivdliuinisdesiniunisegnadussuuiiedosiuauidss

Y

LarsNYIANA LT 09Y0953N T NAINTTUNANUTZLNOUAIENITTAYINONAITUATUHUNITE A
nshiusnig msteudnedeya ssuu Mseusmsnaugesdnsuseluduliusnissglni nstudu

nshanedeyasgiegnees warladndnisidwisuaiieUesiunisasdiandainises

o

1. IalndiuespruvseseiloulfuRinsienisenidnuas Sugadygyvisetennad

'
J A

dalunsaunuinnisenidnuiedugadygyvsedennas Inerdsisaudeiiadunisliuinig

a va v J

wazAusiuAsUaenduiumalulagasauna Ml insgiuvsesuileulfUianenainisaseunay

¥

UVIU’W]‘VI‘fj’]ﬁﬂm%ﬂiiMﬂ’ﬁLLazﬂ‘U"mﬂTwﬁLﬁEJ’J‘UE)\‘iﬂiﬁ‘U’J‘Nﬂ’]iLLazﬂ’]iﬂ’JUf’]‘llﬂ’]EJ&[,u WU N1TE1999

v 1 o w

Tayanaun1Tenian n1saunsedsrunsnddudrdyangiuinisludeiuseneugsia (Fregnau

o U
¥ ¥ LY ¥ v a ¥ < 4
Toya Neywan1snsviateya wasdnydilve) Wudy

2. MnTangndnvIeduandyymtedennas Jluusnisuasiusenaugsia

o

(4
a [

A1sUTZIlUNaNTENULazANLE BTl 01l nT UINNITENLANLaz A udnd 1M oTannNad Lay

q

U = ¥

FfunmsmunnsguiesssuufuRindienmssnidnuarduandygviedennas uagnmun
nagSLATUHUIIUNNTENIANuAAuandnyavietannas (exit strategy and exit plan) Ai¥aLau
Wy Feafmun Exit Triggers (1117 n150i7i feagAsiudi) Fallback Service n3ofluin1sdises
Dual Vendor Model @1%$uu3n1sddsy wasdniunisvaaeuunu Exit 1uszoy ielddulain
nsendnrieduandyyvietonnanduluesnaiisydniamuaylfinioumundoudenanseny
florafindu wWu namgaliuinisvesszuuiidsmansenudvandngliuinisvesssuuniogndn

nssnwanusTuralasniosumaluladaisaume Wudu

VDLEAUBDLUSLNILAL

NsUsEuAMULESmIEINT5ER (Post-Exit Risk Assessment)

=

AeaUssidluNansEnukazAUE B Sanamieeg ndniseAda ielidulain

mseennANuEuTusliasvednisuauUaendevsoAUR o aIUeIgIAa
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2.2.2 N195n¥1AMNNUAIUABANEAIU IT 31NN1SIHUSNIS NISNABYSBNISIDY

dayarnnuaranIguan wazn1saseanuniausulisdawmanisalinunidu IT

=

1. fusznaussiamsiuuimienisqualiduladnnislduinig nmsideuse v3e

=€ v = v

nsindadeyaainyaranisueniinisinwianusuasasadosiu IT aunseundnnisd dfay
3 Uszn1s A NM13313903% 9 udu (confidentiality) AINUYNABIATUNIU (integrity) wazan1nnieuld
11U (availability) vesssuuwazdoya wazaeandestuulsunsuarnmsdnwanuiuasasadosm IT
YoafjUsenaugsia videmnasgiuanafiiendes Wy ISO/IEC 27001 s Tnefinrsanlsiaenadesiy
sefumADs wazaiideddnyuesyananieuen

2. fuszneugsiamsdalidunusesiulunsdiyananisueniinmgnsalinund
¢1 IT (incident response plan) 3sfinansgnuiunmsaniunisvesuszneugina lnsnseungy

winsaligdesiumgnisainuUasndenidleiues uaswansaimsazilindedayadiuynna

il nszvIunIsUuinkasseuwmnn1saliaund (Incident Management)
AodaanAdoIiuNINIgIU wazAodnsudumsnNsaldAsoruIMsLagIBUMAUgLanIL SLA
A o Y o wa & ¢ ala a = o
Avua laglindnns Four Eyes Tunseudivion1snsisaeuivnnisalndainudesgs ielvd
N139M52980UINERIHY WU fheanutiursUasnselouasiazingusmisanuds st AL dunIg
WA kY mi@i’%ﬁumiﬁmmﬁéfaa‘gizmm5ﬁ’uuiams;lmmﬁummiaummmmﬁmLLazséTaﬁmum
NINYVUTE LN BT 19AY od ukazanAIuLd 8eann1sasiladeyalunnd unauves

nsldusnisuAmanieuen

& v o = & a < A ) 3
UBNINU NITIAYIUNLEBUIINIAANITUIIY (Lessons Learned) tWuonuiasnlsznay

'
o w a1

mﬂqmmaiﬁ’aﬂﬁmmmam’%'aui’mﬂmmﬁmwmw%mmﬁ’%%ﬁr;hum SUNIANURANAIA
A a ¥ a = M Y a o & ~ ° o
Mialugnamnssutrafes dadllilaifiniuesdnsrenuies el aUsuUTInssuIuNITHaY
a Y Y = =) [ A a . 1 a
anlan1aiawngl NsimLILATodllawarsrUUaRludRlun1suTYNT Third Party Wy seUUfAanIy
ANMULFLILUUBEA NI USDLNARNDTUNTIBUTLIULALINTEAUANULAYS FLVIANUTLEANT A NLAY

AU UNITUSUNTINNS

DIANTABIATI9TMUSITN “Resilience by Design” FInuN88INITOONLUUNTZUIUNTT
wazszvunulnianudavgususiauy weliaunsasuileduanuiuasunlasuazimanisalliniade
leogafiusedniamm deserdun1satuayuanguinig n1sdeansndaau uazn1sldiusiuves

yPaINIyNIEiu ielinsusuugwasiannegaseilosnanailudiumilevas DNA 1090363
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NMANUIN

1A309HBUTEIUAINLEEIYARANIEUBN (TPRM Assessment Toolkit)

HUsEnougsfiatusafdnyinaznaassldiiegrunieellodseiiuninudssynnanisuanta

Aulng Excel Mbuy n1ANWIN-tATedlaUseliuaudssuananiguen
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